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DETAILED ACTION

EXAMINER’S AMENDMENT
An examiner’s amendment to the record appears below. Should the changes and/or
additions be.unacceptable to applicant, an amendment may be filed as provided by 37 CFR
1.312. To ensure consideraticn of such an amendment, it MUIST be submitted nc later than the
payment of the issue fee. e

Authorization for this examiner’s amendment was given in a telephone interview with

Marisa J. Dubue, Reg. No. 46,673 on 12/21/2005.

1. Replace claims 1,13-18,20,27,30,33-42,50,55,59,65 with the following (shown marked

up here, followed by clean version):

1. A computer-based method for a multiparty electronic service, the method comprising
steps of
negotiating a machine interpretable service specification between all parties, which
would cooperate with a particular application running on a host system;
defining said service specification to:
identify cooperating parties;
identify a requestor and format of a service request, said request [is adapted to
contain] including information about an individual who is not a party to the machine-

interpretable service specification;
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conduct conditional processing steps required for said service request, said
conditional processing steps [is adapted to use] include using stored data about said
individual; and

provide conditional notifications, said notifications [is adapted to include]
including additional information about the individual described in the request;
providing a secure computation environment in said host system; : e~
uploading said service specification into gaid secure computation environment;
enforcing said service specification with regards to all cooperating parties;
receiving a service request from said requestor;
providing a secure co-processor in said secure cdmputation environment for processing
said service request, where said secure processing includes:

determining the service specification that governs said service request;

validating the actual requestor and the content of the service request against an
expected requestor and expected contents as defined in the service specification; and

executing the conditional processing and the notifications as defined in the service

specification.

13.  The method of claim 1 wherein said step of providing conditional notifications further
comprises the step of
providing a notification [that is adapted to contain] including information about said

individual.
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14.  The method of claim 13, wherein said step of providing a notification [that is adapted to
contain] including information about said individual further comprises the step of
providing said notification to at least one party of said cooperating parties,
said at least one party of said cooperating parties is a party other than said

requestor.

15.  The method of claim 14, wherein said step of providing a notification to at least one party
of said cooperating parties [that is adapted to contain] including information about said
individual further comprises the step of

providing notification to said at least one party of said cooperating parties that is a party

other than a provider of said stored data.

16.  The method of claim 1 wherein said step of providing conditional notifications further
comprises the step of
providing a notification to at least one party of said cooperating parties [that is adapted to

contain] including no information about said individual.

17.  Apparatus for a multiparty electronic service, the apparatus comprising:
at least one host computer [adapted to have] including
at least one secure co-processor operating in
a secure computation environment,

said at least one host computer operative to:
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negotiate a machine interpretable service specification between all parties,
which would cooperate with a particular application running on said host
computer;
upload said service specification into said secure computation
environment;
.- - enforce said service specification with regards to all cooperating parties; ...«
receive a service request from a requestor, the service request [being
adapted to contain] including information about an individual who is not a party
to the machine-interpretable service specification;
execute secure processing of said service request; and

provide notifications as defined in the service specification.

18.  The apparatus of claim 17, wherein said at least one host computer is further operative to
define said service specification to:
identify said cooperating parties;
identify said requestor and the format of said service request;
conduct conditional processing steps required for said service request,
said conditional processing steps [is adapted to use] include using stored data
about said individual; and
provide condition_al notifications,
said conditional notifications [is adapted to include] including additional

information about the individual described in the request.
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20.  The apparatus of claim 17 wherein said at least one host computer is further operative to
provide said notifications as conditional notifications [that is adapted to include]

including additional information about an individual described in the request.

27 The apparatus of claim 17 wherein said at.least one host computer is further operative to =, 5= .
upload at least one database from at least one party of said cooperating parties,
information contained therein from said at least one database [is adapted to be

stored] includes storing in said host computer.

30.  The apparatus of claim 27 wherein said at least one host computer operative to provide
notifications is further operative to
provide conditional notifications that [is adapted to contain] including information about

an individual.

33.  Anidentification apparatus for matching individuals, the apparatus comprising:
at least one host computer [adapted to have] including at least one secure co-processor
operating in a secure computation environment,
said at least one host computer operative to:
negotiate a machine interpretable contract between all parties,
which would cooperate with

a particular application running on said host computer;
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upload said contract into said secure computation environment;
enforce said contract with regards to all cooperating parties;
receive a service request from a requestor, the service request [being
adapted to contain] including information about an individual who is not a party
to the machine-interpretable contract;
-. . -.execute secure processing of said service request; and - N

provide notifications as defined in the contract.

34.  An article of manufacture for use in a multiparty electronic service, comprising a
machine readable medium tangibly embodying a program of instructions executable by a
machine for implementing a method, the method comprising steps of:
negotiating a machine interpretable service specification between all parties, which
would cooperate with a particular application running on a host system,;
defining said service specification to:
identify cooperating parties;
identify a requestor and format of a service request,
said request [is adapted to contain] including information about an
individual who is not a party to the machine-interpretable service specification;
conduct conditional processing steps required for said service request,
said conditional processing steps [is adapted to use] including using stored
data about said individual; and

provide conditional notifications,



Application/Control Number: 10/065,802 Page 8
Art Unit: 2136

said notifications [is adapted to include] including additional information
about the individual described in the request;
providing a secure computation environment in said host system;
uploading said service specification into said secure computation environment;
enforcing said service specification with regards to all cooperating parties;
receiving a service request from said requestor; .. - NS
providing a secure co-processor in said secure computation environment for processing
said service request,
where said secure processing includes:
determining the service specification that governs said service request;
validating
the actual requestor and
the content of the service request
against
an expected requestor and
expected contents as defined in the service specification; and
executing
the conditional processing and

the notifications as defined in the service specification.
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35. A program storage device readable by a machine, tangibly embodying a program of
instructions executable by the machine to perform methods steps for managing a matching
identification service, the method comprising the steps of:
negotiating a machine interpretable service specification between all parties, which
would cooperate with a particular application running on a host system,;
.defining said service specification to: .
identify cooperating parties;
identify a requestor and format of a service request, said request [is adapted to
contain] including information about an individual who is not a party to
the machine-interpretable service specification;
conduct conditional processing steps required for said service request,
said conditional processing steps [is adapted to use] including using
stored data about said individual; and
provide conditional notifications,
said notifications [is adapted to include] including
additional information about the individual described in the
request;
providing a secure computation environment in said host system;
uploading said service specification into said secure computation environment;
enforcing said service specification with regards to all cooperating parties;

receiving a service request from said requestor;
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providing a secure co-processor in said secure computation environment for processing
said service request,
where said secure processing includes:

determining the service specification that governs said service request;

validating
the actual requestor and
the content of the service request

against
an expected requestor and
expected contents as defined in
the service specification; and

executing

the conditional processing and

the notifications as defined in the service specification.

36. A multiparty electronic service method comprising the steps of:

providing at least one host computer [adapted to have] including at least one secure co-
processor operating in a secure computation environment;

operating said at least one host computer to negotiate a machine interpretable service
specification between all parties, Which would cooperate with a particular application running on
said host computer;

uploading said service specification into said secure computation environment;
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enforcing said service specification with regards to all cooperating parties;

receiving a service request from a requestor, the service request [being adapted to
contain] including information about an individual who is not a party to the machine-
interpretable service specification;

executing secure processing of said service request; and

providing notifications as defined in the service specification. -~

37.  Anidentification method for matching individuals, the method comprising the steps of:

providing at least one host computer [adapted to have] including at least one secure co-
processor operating in a secure computation environment;

operating said at least one host computer to negotiate a machine interpretable contract
between all parties, which would cooperate with a particular application running on said host
computer;

uploading said contract into said secure computation environment;

enforcing said contract with regards to all cooperating parties;

receiving a service request from a requestor, the service request [being adapted to
contain] including information about an individual who is not a party to the machine-
interpretable contract;

executing secure processing of said service request; and

providing notifications as defined in the contract.
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38.  Anarticle of manufacture for use in a multiparty electronic service, comprising a
machine readable medium tangibly embodying a program of instructions executable by a
machine for implementing a method, the method comprising steps of:

providing at least one host computer [adapted to have] including at least one secure co-
processor operating in a secure computation environment;

....operating said at least one host computer to negotiate a machine interpretable servics -
speciﬁcation between all parties, which would cooperate with a particular application ru;ming on
said host computer;

uploading said service specification into said secure computation environment,

enforcing said service specification with regards to all cooperating parties;

receiving a service request from a requestor, the service request [being adapted to
contain] including information about an individual who is not a party to the machine-
interpretable service specification;

executing secure processing of said service request; and

providing notifications as defined in the service specification.

39. A program storage device readable by a machine, tangibly embodying a program of
instructions executable by the machine to perform methods steps for managing a matching
identification service, the method comprising the steps of:

providing at least one host computer [adapted to have] including at least one secure co-

processor operating in a secure computation environment;

i,
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operating said at least one host computer to negotiate a machine interpretable service
specification between all parties, which would cooperate with a particular application running on
said host computer;

uploading said service specification into said secure computation environment,

enforcing said service specification with regards to all cooperating parties;

receiving a service request from 2 requastor, the service renuest [being adapted to
contain] including information about an individual who is not a party to the machine-
interpretable service specification,

executing secure processing of [said] the service request; and

providing notifications as defined in the service specification.

40.  An article of manufacture for use in matching individuals, comprising a machine readable
medium tangibly embodying a program of instructions executable by a machine for
implementing a method, the method comprising steps of:

providing at least one host computer [adapted to have] including at least one secure co-
processor operating in a secure computation environment;

operating said at least one host computer to negotiate a machine interpretable contract
between all parties, which would cooperate with a particular application running on said host
computer;

uploading said contract into said secure computation environment;

enforcing said contract with regards to all cooperating parties;

RN



Application/Control Number: 10/065,802 Page 14
Art Unit: 2136

receiving a service request from a requestor, the service request [being adapted to
contain] including information about an individual who is not a party to the machine-
interpretable contract;

executing secure processing of said service request; and

providing notifications as defined in the contract.

41. A program storage device readable by a machine, tangibly embodying a program of
instructions executable by the machine to perform methods steps for managing a matching
identification service, the method comprising the steps of:

providing at least one host computer [adapted to have] including at least one secure co-
processor operating in a secure computation environment;

operating said at least one host computer to negotiate a machine interpretable contract
between all parties, which would cooperate with a particular application running on said host
computer;

uploading said contract into said secure computation environment;

enforcing said contract with regards to all cooperating parties;

receiving a service request from a requestor, the service request [being adapted to
contain] including information about an individual who is not a party to the machine-
interpretable contract;

executing secure processing of said service request; and

providing notifications as defined in the contract.
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42. A computer-based method for a multiparty electronic service, the method comprising
steps of:

implementing on a computer system at least one contract for governing a service between
a service provider, a client and at least one other party;

receiving at said service provider a first request from a client, the first request [being
adapte: to contain] including information about an individ::al whe.iz not one of the service - ..
provider, a client and at least one other party; |

sending from said service provider a data request to one of at least one other party;

receiving, at said service provider from said one of at least one other party, a data
response in a secure computation environment;

determining, in accordance with said contract, whether a match exists between said first
request and said data response;

if a match results from said determining step, providing a notification of said match to

said at least one other part.

50. A computer-based method for a multiparty electronic service, the method comprising
steps of’
implementing on a computer system at least one contract for governing a service between
a service provider,
a client and
at least one other party;

determining, in accordance with said contract, whether a match exists between
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a first request from said client and

a data response from one of at least one other party, the first request [being
adapted to contain] including information about an individual who is not one of the
service provider, a client and at least one other party;
if a match results from said determining step, providing a notification of said match to

said zt'least one other party.

55. A computer-based method for managing a matching identification service, the method
comprising the steps of’
implementing on a computer system at least one contract having a contract ID for
governing said matching identification service between
a service provider,
a client and
at least one other party determining, in accordance with said contract ID, whether
a match exists between
a first request from said client and
a data response from one of at least one other party, the first request [being
adapted to contain] including information about an individual who is not one of the
service provider, a client and at least one other party;
if a match results from said determining step,

providing a notification of said match to said at least one other party.
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59.  Apparatus for a multiparty electronic service, the apparatus comprising:
at least one host computer operative to:
maintain and enforce at least one contract for governing a service between a
service provider,
a client and
at least one other party; and -
to determine, in accordance with said at least one contract, whether a match exists
between
a first request from said client and
a data response from one of at least one other party, the first request [being
adapted to contain] including information about an individual who is not one of
the service provider, a client and at least one other party;
said at least one host computer is further operative to provide a notification to said

at least one other party if a match results from said determination.

65.  Apparatus for a matching identification service, the apparatus comprising:
at least one host computer operative to:
maintain and enforce at least one contract having a contract ID for governing a
service between
a service provider,

a client and
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at least one other party; and

to determine, in accordance with said at least one contract, whether a match exists
between

a first request from said client and

a data response from one of at least one other party, the first request [being
adapted to contain] including informaticn about an individual who is not ene of
the service provider, a client and at least one other party;
said at least one host computer is further operative to

provide a notification to said at least one other party if a match results

from said determination.

Clean claim version:

1. A computer-based method for a multiparty electronic service, the method comprising
steps of
negotiating a machine interpretable service specification between all parties, which
would cooperate with a particular application running on a host system,;
defining said service specification to:
identify cooperating parties;
identify a requestor and format of a service request, said request including
information about an individual who is not a party to the machine-interpretable service

specification;
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conduct conditional processing steps required for said service request, said
conditional processing steps include using stored data about said individual; and
provide conditional notifications, said notifications including additional
information about the individual described in the request;
providing a secure computation environment in said host system,
uploading said service specificaticn into said secusa computation environment; "
enforcing said service specification with regards to all cc;operatin;g parties;
receiving a service request from said requestor;
providing a secure co-processor in said secure computation environment for processing
said service request, where said secure processing includes:
determining the service specification that governs said service request;
validating the actual requestor and the content of the service request against an
expected requestor and expected contents as defined in the service specification; and

executing the conditional processing and the notifications as defined in the service specification.

13.  The method of claim 1 wherein said step of providing conditional notifications further
comprises the step of

providing a notification including information about said individual.

14.  The method of claim 13, wherein said step of providing a notification including
information about said individual further comprises the step of

providing said notification to at least one party of said cooperating parties,
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said at least one party of said cooperating parties is a party other than said requestor.

15.  The method of claim 14, wherein said step of providing a notification to at least one party
of said cooperating parties including information about said individual further comprises the step
of

- providing notification to said at least one party of zaid cooperating parties that is a party. -

other than a provider of said stored data.

16.  The method of claim 1 wherein said step of providing conditional notifications further
comprises the step of
providing a notification to at least one party of said cooperating parties including no

information about said individual.

17.  Apparatus for a multiparty electronic service, the apparatus comprising:
at least one host computer including
at least one secure co-processor operating in
a secure computation environment,
said at least one host computer operative to:
negotiate a machine interpretable service specification between all parties,
which would cooperate with a particular application running on said host

computer;
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upload said service specification into said secure computation
environment;
enforce said service specification with regards to all cooperating parties;
receive a service request from a requestor, the service request including
information about an individual who is not a party to the machine-interpretable
- service specificaticn; . -

execute secure processing of said service request; and

provide notifications as defined in the service specification.

18.  The apparatus of claim 17, wherein said at least one host computer is further operative to
define said service specification to:
identify said cooperating parties;
identify said requestor and the format of said service request,
said request including information about an individual,
conduct conditional processing steps required for said service request; and
provide conditional notifications,
said conditional notifications including additional information about the

individual described in the request.

20.  The apparatus of claim 17 wherein said at least one host computer is further operative to
provide said notifications as conditional notifications including additional information

about an individual described in the request.
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27.  The apparatus of claim 17 wherein said at least one host computer is further operative to
upload at least one database from at least one party of said cooperating parties,
information contained therein from said at least one database includes storing in

said host computer.

30.  The apparatus of claim 27 wherein said at least one host computer operative to provide
notifications is further operative to

provide conditional notifications that including information about an individual.

33.  Anidentification apparatus for matching individuals, the apparatus comprising;:
at least one host computer including at least one secure co-processor operating in a secure
computation environment,
said at least one host computer operative to:
negotiate a machine interpretable contract between all parties,
which would cooperate with
a particular application running on said host computer;
upload said contract into said secure computation environment;
enforce said contract with regards to all cooperating parties;
receive a service request from a requestor, the service request including
information about an individual who is not a party to the machine-interpretable

contract;



Application/Control Number: 10/065,802 Page 23
Art Unit: 2136

execute secure processing of said service request; and

provide notifications as defined in the contract.

34.  An article of manufacture for use in a multiparty electronic service, comprising a
machine readable medium tangibly embodying a program of instructions executable by a
machine for implementing a method, the method ccmprising steps of: * . .
negotiating ;1 machine interpretable service specification Between all parties, which
would cooperate with a particular application running on a host system,;
defining said service specification to:
identify cooperating parties;
identify a requestor and format of a service request,
said request including information about an individual who is not a party
to the machine-interpretable service specification;
conduct conditional processing steps required for said service request,
said conditional processing steps including using stored data about said
individual; and
provide conditional notifications,
said notifications including additional information about the individual
described in the request;
providing a secure computation environment in said host system,;
uploading said service specification into said secure computation environment;

enforcing said service specification with regards to all cooperating parties;
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receiving a service request from said requestor;
providing a secure co-processor in said secure computation environment for processing
said service request,
where said secure processing includes:
determining the service specification that governs said service request;
validating .. . o
the actual requestor and
the content of the service request
against
an expected requestor and
expected contents as defined in the service specification; and
executing
the conditional processing and

the notifications as defined in the service specification.

35. A program storage device readable by a machine, tangibly embodying a program of
instructions executable by the machine to perform methods steps for managing a matching
identification service, the method comprising the steps of:

negotiating a machine interpretable service specification between all parties, which
would cooperate with a particular application running on a host system,

defining said service speciﬁcatior; to:

identify cooperating parties;
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identify a requestor and format of a service request, said request including
information about an individual who is not a party to the machine-interpretable
service specification;
conduct conditional processing steps required for said service request,
said conditional processing steps including using
stored data about said individual; and
provide conditional notifications,
said notifications including
additional information about the individual described in the
request;
providing a secure computation environment in said host system,;
uploading said service specification into said secure computation ehvironment;
enforcing said service specification with regards to all cooperating parties;
receiving a service request from said requestor;
providing a secure co-processor in said secure computation environment for processing
said service request,
where said secure processing includes:
determining the service specification that governs said service request;
validating
the actual requestor and
the content of the service request

against
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an expected requestor and
expected contents as defined in
the service specification; and
executing
the conditional processing and

the notifications as defined.in the service snecification.

36. A multiparty electronic service method comprising the steps of’

providing at least one host computer including at least one secure co-processor operating
in a secure computation environment;

operating said at least one host computer to negotiate a machine interpretable service
specification between all parties, which would cooperate with a particular application running on
said host computer;

uploading said service specification into said secure computation environment;

enforcing said service specification with regards to all cooperating parties;

receiving a service request from a requestor, the service request including information
about an individual who is not a party to the machine-interpretable service specification;

executing secure processing of said service request; and

providing notifications as defined in the service specification.

37.  Anidentification method for matching individuals, the method comprising the steps of’



Application/Control Number: 10/065,802 Page 27
Art Unit: 2136

providing at least one host computer including at least one secure co-processor operating
In a secure computation environment;

operating said at least one host computer to negotiate a machine interpretable contract
between all parties, which would cooperate with a particular applicatipn running on said host
computer;

uploading.said contract into said secure compuiation environment; : “

enforcing said contract with regards to all cooperating parties;

receiving a service request from a requestor,.the service request including information
about an individual who is not a party to the machine-interpretable contract;

executing secure processing of said service request; and

providing notifications as defined in the contract.

38.  Anarticle of manufacture for use in a multiparty electronic service, comprising a
machine readable medium tangibly embodying a program of instructions executable by a
machine for implementing a method, the method comprising steps of:

providing at least one host computer including at least one secure co-processor operating
in a secure computation environment;

operating said at least one host computer to negotiate a machine interpretable service
specification between all parties, which would cooperate with a particular application running on
said host computer;

uploading said service specification into said secure computation environment;

enforcing said service specification with regards to all cooperating parties;
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receiving a service request from a requestor, the service request including information
about an individual who is not a party to the machine-interpretable service specification;
executing secure processing of said service request; and

providing notifications as defined in the service specification.

29. A program storage device readable by a machine, tangibly embedying a program of
instructions executable by the machine to perform methods steps for managing a matching
identification service, the method comprising the steps of:

providing at least one host computer including at least one secure co-processor operating
in a secure computation environment;

operating said at least one host computer to negotiate a machine interpretable service
specification between all parties, which would cooperate with a particular application running on
said host computer;

uploading said service specification into said secure computation environment,

enforcing said service specification with regards to all cooperating parties;

receiving a service request from a requestor, the service request including information
about an individual who is not a party to the machine-interpretable service specification;

executing secure processing of the service request; and

providing notifications as defined in the service specification.

‘{a*
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40.  An article of manufacture for use in matching individuals, comprising a machine readable
medium tangibly embodying a program of instructions executable by a machine for
implementing a method, the method comprising steps of:

providing at least one host computer including at least one secure co-processor operating,
in a secure computation environment;

operating said at least one host commter to negotiate a maching uerpretable contract
between all parties, which would cooperate with a particular application running on said host
computer;

uploading said contract into said secure computation environment;

enforcing said contract wifh regards to all cooperating parties;

receiving a service request from a requestor, the service request including information
about an individual who is not a party to the machine-interpretable contract;

executing secure processing of said service request; and

providing notifications as defined in the contract.

41. A program storage device readable by a machine, tangibly embodying a program of
instructions executable by the machine to perform methods steps for managing a matching
identification service, the method comprising the steps of:

providing at least one host computer including at least one secure co-processor operating

in a secure computation environment;
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operating said at least one host computer to negotiate a machine interpretable contract
between all parties, which would cooperate with a particular application running on said host
computer;

uploading said contract into said secure computation environment;

enforcing said contract with regards to all cooperating parties;

recsiving 2 service request from a requestor, the service request including information -
about an individual who is not a party to the machine-interpretable contract;

executing secure processing of said service request; and

providing notifications as defined in the contract.

42. A computer-based method for a multiparty electronic service, the method comprising
steps of:

implementing on a computer system at least one contract for governing a service between
a service provider, a client and at least one other party;

receiving at said service provider a first request from a client, the first requesf including
information about an individual who is not one of the service provider, a client and at least one
other party;

sending from said service provider a data request to one of at least one other party;

receiving, at said service provider from said one of at least one other party, a data
response in a secure computation environment;

determining, in accordance with said contract, whether a match exists between said first

request and said data response;
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if a match results from said determining step, providing a notification of said match to

said at least one other part.

50. A computer-based method for a multiparty electronic service, the method comprising
steps of:
~ implementing on a computer system: at least ope contract for governing a service between
a service prqvider,
a client and
at least one other party;
determining, in accordance with said contract, whether a match exists between
a first request from said client and
a data response from one of at least one other party, the first request including
information about an individual who is not one of the service provider, a client and at
least one other party;
if a match results from said determining step, providing a notification of said match to

said at least one other party.

55. A computer-based method for managing a matching identification service, the method
comprising the steps of:

implementing on a computer system at least one contract having a contract ID for
governing said matching identification service between

a service provider,
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a client and

at least one other party determining, in accordance with said contract ID, whether
a match exists between

a first request from said client and

a data response from one of at least one other party, the first request including

. information about an individual who is not one of the service provider, a client and at .

least one other party;
if a match results from said determining step,

providing a notification of said match to said at least one other party.

59.  Apparatus for a multiparty electronic service, the apparatus comprising:
at least one host computer operative to:
maintain and enforce at least one contract for governing a service between a
service provider,
a client and
at least one other party; and
to determine, in accordance with said at least one contract, whether a match exists
between
a first request from said client and
a data response from one of at least one other party, the first request
including information about an individual who is not one of the service provider,

a client and at least one other party;
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said at least one host computer is further operative to provide a notification to said

at least one other party if a match results from said determination.

65.  Apparatus for a matching identification service, the apparatus comprising:
at least one host computer operative to:
. -« . .maintain and enforce at least one contract laving a costrast. ID for governing a.
service between
a service provider,
a client and
at least one other party; and
to determine, in accordance with said at least one contract, whether a match exists
between
a first request from said client and
a data response from one of at least one other party, the first request
including information about an individual who is not one of the service provider,
a client and at least one other party;
said at least one host computer is further operative to
provide a notification to said at least one other party if a match results

from said determination.

Examiner’s Statement of Reasons for Allowance

2. Claims 1-68 are allowed over prior art.
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3. This action is in reply to applicant’s correspondence of 14 November 2005

4 The following is an examiner’s statement of reasons for the indication of allowable

claimed subject matter.

5. As per claims 1,17,33-42,50,55,59,65, generally, prior art of record, Ginter, U.S. Patent

6,658,568 B1, Schneier et al, U.S. Patent 6,099,408, fails to teach, alone, or in combination; at
<. the time of the invention, the features as discussed and remarked upon in the response of

11/14/2005 to office action of 10/14/2005.

6. Dependent claims 2-16,18-32,43-49,51-54,56-58,60-64,66-68 are allowable by virtue of

their dependencies.
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Conclusion
7. Any inquiry concerning this communication or earlier communications from examiner
should be directed to Ronald Baum, whose telephone number is (571) 272-3861, and whose
unofficial Fax number is (571) 273-3861. The examiner can normally be reached Monday
through Thursday from 8:00 AM to 5:30 PM.

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s-: . .. - . S5
supervisor, Ayaz Sheikh, can be reached at (571) 272-3795. The Fax number for the organization
where this application is assigned is 571-273-8300.

Information regarding the status of an application may be obtained from the Patent
Application Information Retrieval (PAIR) system. Status information for published applications
may be obtained from either Private PAIR or Public PAIR. For more information for
unpublished applications is available through Private PAIR only. For more information about the

PAIR system, see http://pair-direct.uspto.gov. Should you have questions on access to the Private

PAIR system, contact the Electronic Business Center (EBC) at 866-217-9197 (toll-free).

Ronald Baum

Patent Examiner
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